
 
 

Smart WLAN Access Point (NYP ID: 0113) 
 

Technology 
Wireless Local Area Network technology 

 

Type of IP and status 
Know-how. 

 

Overview 
This system enhances the security of the Access Point (AP) through a unique method where common 
security parameters required by the wireless network and applications are grouped together and re- 
sequenced via a unique key management scheme. Through the dynamic change of AP configuration 
and application setting at selected interval, it protects the wireless LAN and applications against 
intrusion or hacking. 

 
 

Current commercial WLAN products do not 
utilize such dynamic configuration change 
method in enhancing the product security. The 
available products are also unable to allow 
users to define how security method should be 
used. 

 
 
 
 
 

 

Potential Applications 
Non-IT savvy home owners who want to install and enhance the security of their wireless network 

 

Advantages 
• Strengthens the security of the wireless network as it dynamically refreshes the network settings. 

Unlike many other common wireless security methods which use password and encryption that are 
vulnerable to cracking by tools available on the Internet. 
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